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Included Materials

The RESILIA™ Foundation course audience includes all teams 

across the IT and Risk functions, including:

• IT Service Management

• Operations and Incident management

• IT Change & Release management

• IT Supplier & Vendor management

• Business Analysis and Design

• Business analysts

• IT Architects

• Development

Target Audience

There are no mandatory prerequisites.

Course Requirements

RESILIA™ is a Cyber Resilience Best Practice portfolio which 

has been designed to help commercial organisations and 

governments around the world to prevent, detect, and correct any 

impact that cyber-attacks have on their business.

The purpose of the three-day Foundation Course and its 

associated certification is to help you understand how 

operational decisions can have an impact on good cyber 

resilience. It shows how nurturing cyber resilience can support 

operational effectiveness and organisational resilience. It has a 

comprehensive approach across all areas and teaches you how 

to make good cyber resilience an efficient part of business and 

operational management.

This course helps participants:

• Design and deliver cyber resilient strategies and services 

across the organisation in line with business needs

• Integrate cyber resilience into existing systems and processes

• Establish a common language for cyber resilience across the 

organisation

• Minimise the damage from a security breach and enable speedy 

response and recovery

About The Course

RESILIA® Cyber 
Resilience 
Foundation
with Exam

eLearning Course Overview
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• PDF Download

• Slides

• Videos

• Mock Exams



RESILIA® Cyber 
Resilience Foundation
with Exam

Project Management Institute (PMI)®

• Contact Hours: 21 hours

• Professional Development Units (PDUs): 21 PDUs

• Australian Institute of Project Management 

(AIPM)

• Continual Professional Development (CPD) 

points: 10 points

Industry Association 

Recognition

• Participants are provided with an exam 

voucher so they can schedule the exam at their 

convenience on any date after completion of the 

course

• The exam is 60 minutes in duration , includes 40 

multiple-choice questions

• A passing mark of 65% is required to receive 

your certificate.

• You will attain 12 professional development 

units (PDUs) for Project Managers

Exam & Certification

The key topics covered in the course include

• Introduction to Cyber Resilience

• Risk Management

• Managing Cyber Resilience

• Cyber Resilience Strategy

• Cyber Resilience Design

• Cyber Resilience Transition

• Cyber Resilience Operation

• Cyber Resilience Continual Improvement

• Cyber Resilience Roles and Responsibilities

• Exam Preparation Guide

Learning Outcomes
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